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总结  
集中  
网络攻击变得越来越频繁和复杂，公司和决策者将网络风险列为主要关注点。金融机构和金融市场基础设施尤其面临风险，金融行业一直是受攻击最严重的行业之一。虽然已经对私营部门，特别是金融部门的公司的网络威胁进行了几项研究和调查，但对中央银行的网络风险评估知之甚少。  
捐款  
我们利用2021在全球网络弹性小组成员中进行的一项调查，概述了中央银行社区的网络风险。该调查包含来自世界各地21家央行的回应。它研究了以下问题：央行的主要网络担忧是什么，以及它们如何看待威胁前景？他们采取了哪些措施来预防或反击网络攻击？他们如何评估整个金融部门的风险和准备情况？  
调查结果  
我们揭示了四个主要见解。首先，发达经济体和新兴市场经济体的中央银行对不同网络攻击的频率和成本进行了不同的评估。其次，各国央行积极讨论并制定应对网络攻击的政策，并大幅增加了与网络安全相关的投资。第三，各国央行认为，金融部门系统相关网络攻击的潜在损失很大，尤其是如果攻击的目标是提供关键云基础设施的大型技术。只有少数央行完全同意，金融部门已为网络攻击做好充分准备，超过一半的受访者认为，过去一年，金融部门在网络安全方面的投资不足。第四，中央银行已经在一系列与网络风险相关的主题上广泛合作，例如制定网络恢复力的合理原则，创建专门的知识共享协调中心，以及制定共同项目以限制网络威胁。  
摘要  
金融部门网络攻击的数量不断增加，对金融稳定构成威胁，并使网络风险成为决策者的主要担忧。本文介绍了全球网络弹性小组成员关于网络风险及其对中央银行的挑战的调查结果。调查显示，自2020年以来，各国央行显著增加了与网络安全相关的投资，优先考虑技术安全控制和恢复能力。各国央行将网络钓鱼和社会工程视为最常见的攻击方法，系统相关网络攻击的潜在损失被认为是巨大的，尤其是当目标是提供关键云基础设施的大型技术时。一般来说，受访者认为金融部门对网络攻击的准备不足。虽然大多数新兴市场经济体的中央银行提供了一个收集金融机构网络攻击信息的框架，但发达经济体中只有不到一半的中央银行这样做。公共当局之间的合作，尤其是在国际背景下，可以提高中央银行应对网络攻击的能力。  
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